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Abstract: 
In this talk, I will discuss the recent advancements in the ZK proof area, with the same blockchain 
applications in mind: more expressive statements to prove, memory savings, prover cost 
improvements, transparent setup, and more advanced folding techniques. Then, I will mention what 
is left to explore and improve based on the properties and shortcomings observed in these schemes. 
I will go over some early ideas on using new tools for SNARKs, like graphs and cycles of elliptic 
curves, error-correcting codes, or "elastic" instantiations for memory-time tradeoffs. 
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