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Abstract: 
In this talk, I will present the application of zero-knowledge proofs in decentralized settings such as 
blockchains. The main two properties that ZK proofs enhance in public ledgers are transaction 
privacy and scaling of the information that needs to be published on the chain.  
 
Some of the different concrete use cases that I will discuss are 1) anonymous transactions (ZCash, 
Midnight), 2) Layer 2 or zk-Rollups, and 3) provable decentralized storage (Filecoin). In particular, the 
talk will focus on presenting three different strategies to improve proving costs on-chain, while 
maintaining (or not) privacy: proof aggregation, recursive proof composition, and folding schemes. 
The main ideas behind the schemes representing the state-of-the-art for each category will be 
presented, with the different goals and properties: SnarkPack aggregation, Halo2 recursion, and 
Nova folding.   
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