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Abstract: 
In this talk, I will present the problem of verifying computation on data encrypted under fully 
homomorphic encryption and how succinct zero-knowledge proofs can be used in this application to 
guarantee the integrity of the computation and privacy of the data. The talk will give an overview of 
the state of the art and cover a set of techniques for designing efficient protocols specialized for this 
task. 
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